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Orchestra Overview

o Orchestra Group was founded in 2018
o Global footprint — 4 Offices | Tel Aviv, NYC, Europe, Singapore
o 45+ Employees, 32 R&D

o 3 Products lines:

o Harmony Platform (beta)

Orchestra Locations

o Harmony loT

o Harmony Purple Israel EMEA USA Singapore
g&lD R&D gf?dUCt ’\Sllales .
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o Channel Partners in EMEA, North America, South America & APAC Management Management

Industries & Verticals

000

Finance  Education Municipality = Security  |nsurance  Healthcare Transportation

ORCHESTRA GROUP



Background

* The First International Bank of Israel is the fifth largest bank in
Israel.

" |ts commercial base consists primarily of large corporate
clients, as well as ordinary citizens.

" |ndustry: Banking
= Headquarters: Tel-Aviv, Israel
= No. of Employees: 5,200

. . =  No. of Branches: 160
/ First International Bank
of Israel
Challenges
FIBI ) 3¢ = Multisite organization.
5,’{},5,{ 3’!’,52;5’2{”"“ =  Complex attacks.

= Lack of resources.

=  Regulatory requirements.

= Continuous real-time automated cybersecurity tests.
= Pinpoint critical vulnerabilities amongst thousands.

= Reduce costs.
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Solution

* |nstalled several Harmony Purple Pro instances (currently
8) in different networks. This includes servers,
workstations, telephony, and Wi-Fi. This was used to
obtain a comprehensive threat map.

= Total number of scanned devices now around 10k.

" Focused on critical business processes of the bank such as
information systems and clearing systems.

/ First International Bank » Linked Harmony Purple Pro to the bank’s SIEM system to
of Israel automatically address problems.

FIBI :3: Benefits

FIRST INTERNATIONAL - N\ovgd to continuous, autorr}ateq real-time cybgrsecurlty
BANK OF ISRAEL monitoring that includes validation and corrective
remediation insights.

" Gained Control - Full transparency and clear risks visibility.
" Increased the amount of handled critical attacks.

* [Implemented a true multisite vulnerabilities management
solution.

— »  Cost Savings ( ~30% =$500k).
; SSRRCIH.\ESTRA GROUP



-

\

~

apﬁnlé

~N

o

ORCHESTRA GR

—

ESTRA

Ministry of
Religious Services
PLE Beyond the Visible )
o 4 N
Rural
Insurance
J J
( ) ) < N\ )
V AVl (| BEDROCK SHOMERA €D | | ;g .. oo aremupons
Rostelecom ISRAELI FAMILY
K J J J INSURANCE COMPANY LTD. K J
f
4 N/ N 3
@Yo || ParkHoLIDAYS @, Lol R
KOM NAHHSI iﬁﬁ Ridaeworks IT DATASERVICE
Q y J \ = < J
4 ) N\ N\ N N\ )
- HE K
SBER SOLUTIOWS : ‘m j e e oT PJ N l LIT® ng’n nU’O‘]J’nN
f’r,r _— = WL oo s 1 University of Haifa
g J J VAN O\l O\ s/




